
潤德室內裝修設計工程股份有限公司 

114 年資通安全管理執行情形報告 

一、資訊安全管理架構 

（一）資安組織架構

為強化本公司之資訊安全管理、確保資料、系統及網路安全，設立資安管理室，為

資安專責單位，包含資安主管及一名的資安人員，負責資通安全事務的規劃與執

行。其中，資安主管至少每年一次向管理階層報告資通安全執行情形。

（二）資訊安全風險架構

主要之運作模式公司採用PDCA （Plan-Do-Check-Act）循環式管理，確保可靠度

目標之達成且持續改善

資安主管

資安員



二、資訊安全政策 

本公司資訊安全管理機制，包含以下三個面向： 

（一）制度規範：訂定公司資訊安全管理制度，規範人員作業行為。 

（二）硬體建置：建置資訊安全管理系統，落實資安管理措施。 

（三）人員訓練：定期進行資訊安全教育訓練，以提昇全體同仁資安意識。 

 

資訊安全管理措施： 

 

制度規範：本公司內部訂定相關資訊安全規範與制度，以規範本公司人員資訊安全行為， 

           每年定期檢視相關制度是否符合法規與營運環境變遷，並依需求適時調整。 

 

硬體建置：本公司為防範各種外部資安威脅，除採多層式網路架構設計外，更建置各式資 

安防護系統，以提昇整體資訊環境之安全性。 

 

人員訓練：本公司每一年開設資訊安全教育訓練課程，所有同仁每年最少應修習前述課程 

一次，因工作關係而無法參與前述實體課程者，本公司另設有資訊安全之線上 

講習課程，藉以提昇內部人員資安知識與專業技能。同仁如未經由前述實體或       

線上課程完成該年度之資訊安全課程者，資訊部與管理部將列管追蹤，並列為    

年度考績之檢核項目。 



三、投入資通訊安全管理資源及執行情形 

為增進本公司資訊安全及穩定之運作，提供可信賴之資訊服務，確保資訊系統之機密性、完整性及

可用性，提升用戶端資安意識，實行各項管理作業： 
 

項目 114年執行情形 

 
資安宣導 

於公告系統發布，執行全員資安宣導： 

    ☑ 資訊安全宣導（114/11/28） 

☑ 資訊安全宣導（114/5/14） 

☑ 資訊安全宣導（114/3/18） 

☑ 資訊安全宣導（114/1/8） 

☑ 資訊安全教育訓練 (114/9/17) 

☑ 電子郵件社交工程演練 (114/3/13) 

查核作業 資通安全檢查作業查核（114/12月） 

資安演練 備份系統還原演練（114/7/25） 

聯防組織 已申請TWCERT資安聯盟會員 

 
資安會議 

114召開1次資安會議，於第1次會議（114/5/27）報告資安議題，重點事項： 

☑ 114年主管機關對上市櫃的資安要求檢討。 

☑ 資訊安全框架／導入流程／管制方法及應用資訊產品評估。 

☑ 電子郵件加強防禦避免新詐騙手法。 

 

 

 

 

教育訓練 

日期 課程名稱/

證書 

時數, 人數 

114/12/3 2025台灣資安通報應變年會 6小時, 1人 

114/11/20 數位堡壘AI防禦會議 3小時, 1人 

114/9/24 樂雲資安論壇 3小時, 1人 

114/8/19 Microsoft Security威脅防護新方案 5小時, 1人 

114/7/24 全方位掌握資料打造儲存新境界 3小時, 1人 

114/4/15 CYBERSEC 2025 臺灣資安大會 6小時, 1人 

   

   

   

四、資安事件 

資安指標 資安客訴事件 
外部破壞、竊取資料

或病毒威脅事件 

資訊系統異常或設備

異常影響營運事件 

114年事件統計(件) 0件 0件 0件 



 


